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Çevrimiçi taciz ve istismar

Çevrimiçi taciz ve istismar nedir?
Çevrimiçi taciz ve istismar; bir kişinin interneti veya sosyal medyayı kullanarak başka bir kişiyi taciz etmesi, sindirmesi, zorbalık yapması veya tehdit etmesidir. Bu, kişiyi üzen, korkutan veya güvensiz hissettiren mesajlar, paylaşımlar veya diğer çevrimiçi eylemler yoluyla gerçekleşebilir.

**Eğer çevrimiçi taciz ve istismar yabancı bir devlet adına veya namına yapılıyorsa bu bir tür yabancı müdahaledir.** Çevrimiçi taciz ve istismar stres verici olabilir. Güvende kalmanın yollarını, ne tür desteklerin mevcut olduğunu ve siz veya topluluğunuz çevrimiçi ortamda tacize ve istismara uğradığında ne yapabileceğinizi bilmek önemlidir.

Çevrimiçi olarak tacize veya tehditlere maruz kalırsanız ne yapmalısınız?

**Kişi veya hesapla temasınızı sınırlayın**

**Telefon görüşmeleri ve kısa mesajlar**
Telefonunuzdaki ayarları kullanarak 'kişiyi engelle' seçeneğini kullanın. Eğer bu işe yaramazsa, numarayı engellemek için telefon şirketinizle iletişime geçin.

**Çevrimiçi taciz veya istismar**
Gizlilik ayarlarınızı güncelleyin. Netsafe, gizlilik ayarlarınızda size yardımcı olacak [sosyal medya rehberleri](https://netsafe.org.nz/social-media-safety) sunar.

Kendinizi güvende hissetmemenize yol açan, tacize, sindirilmeye veya zorbalığa uğradığınızı hissettiren herhangi bir şey aldıysanız lütfen bildirin.

**Netsafe'e ihbarda bulunun**

* Netsafe size çevrimiçi güvenlik konusunda uzman tavsiyesi ve yardımı da sağlayabilir.
* Destek almak için help@netsafe.org.nz adresine e-posta gönderin veya 4282'ye 'Netsafe' yazın.
* Ayrıca web sitelerinden destek isteyebilirsiniz: [Bir dilekçe gönderin – Netsafe](https://report.netsafe.org.nz/hc/en-au/requests/new)

**Olayın gerçekleştiği platform/web sitesi/uygulamaya ihbarda bulunmak**

Olayın yaşandığı web sitesi, uygulama veya platformdaki ihbar özelliğini kullanın. Netsafe'in [sosyal medya rehberlerinde](https://netsafe.org.nz/social-media-safety) bunun nasıl yapılacağına dair bilgiler yer almaktadır.



**Netsafe'e ihbarda bulunun**

Zararlı içerikleri Netsafe'e bildirebilirsiniz: [Bir dilekçe gönderin – Netsafe](https://report.netsafe.org.nz/hc/en-au/requests/new).
Netsafe ayrıca size çevrimiçi güvenlik konusunda uzman desteği, tavsiye ve yardım da sağlayabilir. Destek almak için help@netsafe.org.nz adresine e-posta gönderin veya 4282'ye 'Netsafe' yazın.

 **Durumu polise ihbar edin**

Tehlikede olduğunuzu düşünüyorsanız hemen 111’den polisi arayın.

Acil bir durum değilse, Polise şu şekillerde başvurabilirsiniz:

* 105 numaralı çevrimiçi [formu](https://www.police.govt.nz/use-105?nondesktop)kullanarak
* Herhangi bir mobil veya sabit hattan105 'i arayarak. Bu hizmete ülke çapında, ücretsiz olarak 7/24 ulaşılabilir.

105 formu, polisin ihbarınızı işleme koyması ve sizinle iletişime geçmesine yardımcı olmak için sizden bazı **kişisel bilgileri ister. Polis, bu bilgileri yalnızca izin verilen amaçlar için kullanır.**

 **NZSIS'e ihbarda bulunun.**

Eğer taciz ve istismarın arkasında yabancı bir devletin olduğundan şüpheleniyorsanız, bunu güvenli [çevrimiçi formlarını](https://providinginformation.nzsis.govt.nz/#pb6zx0vrt4jibuhfjz4cj1dj6) kullanarak NZSIS'e bildirebilirsiniz.

Eğer istemezseniz adınız, telefon numaranız veya iletişim bilgileriniz gibi kişisel bilgilerinizi vermek zorunda değilsiniz. Formu kendi dilinizde de doldurabilirsiniz. Verdiğiniz tüm bilgiler **gizlidir ve korunmaktadır**.

NZSIS'ten biriyle konuşmak isterseniz, onları  +64 4 472 6170  veya  0800 747 224  numaralı telefondan arayabilirsiniz.



Netsafe, Polis veya NZSIS'e ihbarda bulunurken paylaşılacak bilgiler

İhbarda bulunurken mümkün olduğunca çok ayrıntıya yer vermek faydalıdır. Aşağıdakilerin ekran görüntüsünü almayı veya bir kopyasını kaydetmeye çalışın:

* İçeriğin söylediği veya gösterdiği şey
* Sizi taciz veya istismar eden kişinin kullanıcı profili veya hesabı (örneğin kullanıcı adı)
* Taciz veya istismar eyleminin tarihi ve saati
* Olayın gerçekleştiği web sitesinin veya uygulamanın adı

Çevrimiçi ortamda güvenliğinizi korumak

Çevrimiçi ortamda güvende kalmak için atmanız gereken adımlar hakkında daha fazla bilgi için[Çevrimiçi Ortamda Güvende Kalma başlıklı](https://www.ethniccommunities.govt.nz/programmes/security-and-resilience/keeping-safe-online/) makaleye bakın.